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(57) ABSTRACT

The present disclosure describes methods for applying poli-
cies that govern selection and use of radio-access networks by
a wireless device. A device receives a first set of parameters
for evaluating networks from a first network element and
receives a policy from a second network element. The policy
includes a second set of parameters and a preference indicator
to indicate whether the first set or the second set is a preferred
source of parameters to be used when evaluating networks.
The device determines, based on the indicator, whether a
corresponding parameter in the first set should be used in
place of a parameter in the second set when applying the
policy. If it is determined that a corresponding parameter in
the first set should be used, the device uses the corresponding
parameter in the first set when applying the policy to evaluate
the networks.

20 Claims, 9 Drawing Sheets
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METHODS AND AN APPARATUS FOR
APPLYING RADIO-ACCESS
NETWORK-SELECTION AND
TRAFFIC-ROUTING POLICIES IN A
COMMUNICATION DEVICE

TECHNICAL FIELD

The present disclosure relates generally to wireless net-
work communication and, more particularly, to methods and
an apparatus for applying policies in a communication device
operating in a communication network.

BACKGROUND

Many wireless devices are equipped with multiple radio-
access technologies (“RATs”) and are, therefore, capable of
communicating over multiple wireless networks. For
example, a device that is configured to communicate over a
cellular network may also be configured to communicate over
a wireless-access network, such as a wireless local area net-
work. Recently, efforts have been made to develop mecha-
nisms to balance traffic among multiple networks that are
simultaneously available to a mobile device. For example,
mobile operators sometimes provision a mobile device with
radio-access network-selection parameters that the mobile
device can use to select preferred networks to which it should
connect or over which the mobile device should route certain
traffic flows. A mobile device may receive such parameters
from more than one network source, such as from a central-
ized network controller and from a base station within a
cellular network. The mobile device then needs to determine
which of the selection parameters it should use to evaluate the
networks.

BRIEF DESCRIPTION OF THE SEVERAL
VIEWS OF THE DRAWINGS

While the appended claims set forth the features of the
present techniques with particularity, these techniques may
be best understood from the following detailed description
taken in conjunction with the accompanying drawings of
which:

FIG. 1 is a block diagram of a communication system;

FIG. 2 is a block diagram of a representative wireless
device;

FIG. 3 isablock diagram depicting a structure of a wireless
local-access network-selection policy;

FIG. 4A is a block diagram depicting a set of radio-access
network (“RAN™) selection criteria;

FIG. 4B is a block diagram depicting another set of RAN-
selection criteria;

FIG. 5 is a block diagram depicting another structure of a
wireless local-access network-selection policy;

FIG. 6 is a block diagram depicting the structure of a
traffic-routing policy;

FIG. 7 is a block diagram depicting another structure of a
traffic-routing policy; and

FIGS. 8 and 9 are flowcharts depicting methods for apply-
ing polices in a wireless device.

DETAILED DESCRIPTION

Turning to the drawings, wherein like reference numerals
refer to like elements, techniques of the present disclosure are
illustrated as being implemented in a suitable environment.
The following description is based on embodiments of the
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2

claims and should not be taken as limiting the claims with
regard to alternative embodiments that are not explicitly
described herein.

The present disclosure describes methods carried out on a
wireless device capable of communicating over a first RAN
and over a second RAN. The methods relate to selecting a
RAN to be used as a second RAN for offloading traffic from
afirst RAN to the second RAN and to policies that govern the
use of the selected RAN. In various embodiments, the device
receives a first set of parameters for evaluating networks from
a first network element. The device also receives a policy
from a second network element. The policy includes a second
set of parameters for evaluating networks and a preference
indicator to indicate whether the first set or the second setis a
preferred source of parameters to be used when evaluating the
networks. The device determines, based at least in part on the
preference indicator, whether a corresponding parameter in
the first set should be used in place of a parameter in the
second set when applying the policy. If it is determined that a
corresponding parameter in the first set should be used in
place of a parameter in the second set, then the device uses the
corresponding parameter in the first set in place of the param-
eter in the second set when applying the policy to evaluate the
networks.

Turningto FIG. 1, in an embodiment, a wireless device 100
is configured to communicate over a first RAN 102 and over
asecond RAN 104. The first RAN 102 includes a base station
106. The base station 106 is one of many base stations of the
first RAN 102. The base station 106 is connected to other
parts of the first RAN 102 by one or more well known mecha-
nisms. Possible implementations of the base station 106
include an enhanced Node B. The device 100 communicates
over the first RAN 102 by way of the base station 106 using a
first RAT. The second RAN 104 includes a wireless-access
point 108. The device 100 communicates over the second
RAN 104 by way of the access point 108 using a second RAT.
Possible implementations of the first RAT include a Third
Generation Partnership Project (“3GPP”) technology, such as
Long-Term Evolution or other cellular communication tech-
nology. Possible implementations of the second RAT include
awireless local area network (“WLAN") RAT, such as one of
the Institute of Electrical and Electronics Engineers (“IEEE”)
802.11 family of communication technologies. Possible
implementations of the device 100 include a cell phone (e.g.,
a smartphone), a tablet computer, a notebook computer, and a
wearable device (e.g., a smart watch). Also shown in FIG. 1is
an Access Network Discovery and Selection Function
(“ANDSEF”) server 112.

Turning to FIG. 2, a possible implementation of the device
100 includes a processor 202, first RAT hardware 204 (e.g., a
baseband chipset that includes a transceiver capable of com-
municating by radio according to a 3GPP standard), and
second RAT hardware 206 (e.g., a WLAN chipset that
includes a transceiver capable of communicating by radio
according to one or more of the IEEE 802.11 family of stan-
dards). The device 100 further includes memory 208, a user
interface 210 (e.g., a touchscreen), and antennas 212. The
memory 208 can be implemented as volatile memory, non-
volatile memory, or a combination thereof. The memory 208
may be implemented in multiple physical locations and
across multiple types of media (e.g., dynamic random-access
memory plus a hard disk drive). The processor 202 retrieves
instructions from the memory 208 and operates according to
those instructions to carry out various functions, including
providing outgoing data to and receive incoming data from
the first RAT hardware 204 and the second RAT hardware
206. Among the possible instructions that the processor 202
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carries out include those of an application program 214, a
communication stack 220 (e.g., a transport control protocol
(“TCP”) and Internet protocol (“IP”) stack), a RAN-selection
module 221, and a traffic-steering module 222. Thus, when
this disclosure refers to the application program 214, the
communication stack 220, the RAN-selection module 221, or
the traffic-steering module 222 carrying out an action, it is, in
many embodiments, the processor 202 that actually carries
out the action (in coordination with other pieces of hardware
of the device 100 as necessary).

Each of the elements of the device 100 is communicatively
linked to the other elements via data pathways 216. Possible
implementations of the data pathways 216 include wires,
conductive pathways on a microchip, and wireless connec-
tions. Possible implementations of the processor 202 include
a microprocessor, a microcontroller, and a digital signal pro-
Cessor.

Continuing with FIG. 2, the device 100 receives a set 226 of
parameters from a first network element. The device 100 also
receives one or more policies 228 from a second network
element. The policies 228 set forth criteria based on which the
device 100 can evaluate RANs in order to select a most
preferred RAN to which the device 100 should establish a
connection or to select a RAN (e.g., the RAN 102 or the RAN
104) over which the device 100 should route a particular
traffic flow (e.g., traffic flow of a particular application). A
policy 228 includes a second set 230 of parameters. The first
set 226 of parameters and the second set 230 of parameters
may include one or more corresponding parameters. For
example, the first set 226 of parameters and the second set 230
of parameters may each include a maximum-load parameter
that indicates a load threshold that a RAN must not exceed in
order to be considered for selection. Thus, when applying the
policy 228, the device 100 can use a parameter in the second
set 230 (i.e., the parameters in the policy 228) or can use a
corresponding parameter in the first set 226 in place of the
parameter in the second set 230. In an embodiment, the selec-
tion policy 228 includes a RAN-preference indicator that
indicates whether the first set 226 or the second set 230 is a
preferred source of parameters. The device 100 determines,
based on the RAN-preference indicator, whether a corre-
sponding parameter in the first set 226 should be used in place
of'a parameter in the second set 230 when applying the policy
228. Ifthe device 100 determines that a corresponding param-
eter in the first set 226 should be used in place of a parameter
in the second set 230, then the device 100 applies the policy
228 using the corresponding parameter in the first set 226 in
place of the parameter in the set 230.

In various embodiments, a RAN-preference indicator in a
policy 228 is a binary indicator. A first binary value of the
RAN-preference indicator (e.g., a ‘1) indicates the set 226 to
be the preferred source of parameters, and a second binary
value of the RAN-preference indicator (e.g., a ‘0”) indicates
the set 230 to be the preferred source of parameters. As used
herein, a RAN-preference indicator is “set” when the RAN-
preference indicator is set to the value ‘1.” A RAN-preference
indicator is “not set” when the RAN-preference indicator is
set to the value ‘0.” Furthermore, if a RAN-preference indi-
cator is omitted from a policy 228, then the device 100
assumes that the set 230 is the preferred source of parameters
when applying the policy.

In an embodiment, the first network element, from which
the device 100 receives the first set 226 of parameters, is a
device operating in the RAN network 102, such as the base
station 106 or a central network controller (not shown). In an
embodiment, the second network element, from which the
device 100 receives the policies 228, is the ANDSF server
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112. The policies 228 can include any suitable number of
policies. The device 100 can use the policies to select RANs
to which the device 100 should connect and to use the RANs
to which the device 100 is connected. Examples of policies
228 include a RAN-selection policy, such as a WLAN-selec-
tion policy (“WLANSP”) for selecting a most preferred
RAN, a traffic-routing policy, such as an inter-system routing
policy (“ISRP”), for determining over which RAN to com-
municate a particular traffic flow, and an inter-access point
name (“APN”) routing policy for traffic steering between
packet-data network connections with different APN values.
ISRP policies can include many types of routing rules.
Examples of routing rules include non-seamless WLAN oft-
load rules, IP-flow mobility rules, and other types of routing
rules. Examples of RAN parameters that can be included in
the first set 226 or the second set 230 include: preferred
service set identification (“SSID”) list, preferred roaming
partner list, minimum backhaul data-rate threshold in the
downlink (“DL”) direction, minimum backhaul data-rate
threshold in the uplink direction, maximum basic service set
(“BSS”) load, maximum BSS channel utilization, low refer-
ence-signal receive quality (“RSRQ”) threshold, high RSRQ
threshold, low reference-signal receive power (“RSRP”)
threshold, high RSRP threshold, and an offload preference
indicator.

With continued reference to FIG. 2, the processor 202
executes instructions of the RAN-selection module 221. The
RAN-selection module 221 evaluates available RANs based
on a RAN-selection policy to select a particular RAN to
which the device 100 should establish a connection (e.g.,
using the second RAT hardware 204). When applying the
RAN-selection policy, the RAN-selection module 221 deter-
mines, based on a RAN-preference indicator included in the
RAN-selection policy, whether one or more parameters in the
set 226 should be used in place of corresponding one or more
parameters in the set 230. If the RAN-selection module 221
determines that a parameter from the set 226 should be used
in place of a corresponding parameter in the set 230, then the
RAN-selection module 221 applies the policy 228 using the
corresponding parameter from the set 226 in place of the
parameter in the set 230 when applying the RAN-selection
policy to evaluate available networks.

Referring still to FIG. 2, the processor 202 also executes
instructions of the traffic-steering module 222. When the
device 100 is communicating over a first RAN using the first
RAT hardware 204 and over a second RAN using the second
RAT hardware 206, the traffic-steering module 222 evaluates
one or both of the first RAN 102 and the second RAN 104
according to a traffic-routing policy to select the RAN (i.e.,
the first RAN or the second RAN) to which to route a par-
ticular traffic flow. For example, if the device 100 is connected
to a cellular network via the first RAT hardware 204 and is
also connected to a WLAN network via the second RAN
hardware 206, then the traffic-steering module 222 may apply
the traffic-routing policy to determine whether to route traffic
flow of a particular application to the cellular network or to
the WLAN network. When applying the traffic-routing
policy, the traffic-steering module 222 determines, based on a
RAN-preference indicator included in the traffic-routing
policy, whether one or more parameters in the set 226 should
be used in place of corresponding one or more parameters in
the set 230 when applying the policy 228. If the traffic-
steering module 222 determines that a parameter from the set
226 should be used in place of a corresponding parameter in
the set 230, then the traffic-steering module 222 applies the
traffic-routing policy using the parameter from the set 226 in
place of the corresponding parameter in the set 230.
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Turning to FIG. 3, an example WLANSP 300 includes a set
302a,b of rules according to which the RAN-selection mod-
ule 221 can evaluate available RANs. The RAN-selection
module 221 selects one of the rules of the set 3024, as an
active rule and evaluates available RANs based on the active
rule. The RAN-selection module 221 may select an active
rule based on one or more rule-selection parameters included
in the rule. Examples of rule-selection parameters include:
public land mobile network indication (which may include
one or both of a mobile country code and a mobile network
code), a rule-validity indication (which may include one or
both of a time-of-day indication and validity-area indication),
a roaming indicator, and a rule-priority indicator.

Continuing with FIG. 3, the set 3024,5 of rules includes a
first WLANSP rule 3024 (which is active in this example).
The first WLANSP rule 302¢ includes a set of selection
criteria 306, which includes a first selection-criteria group
306a, a second selection-criteria group 3065, and a third
selection-criteria group 306c¢. Each selection-criteria group
includes one or more of a priority indicator 308, a set 310 of
parameters, and a RAN-preference indicator 312. The RAN-
selection module 221 evaluates available RANs according to
selection-criteria groups in order of decreasing priority of the
selection-criteria groups, beginning with the highest priority
group and continuing with successively lower priority
groups, until the RAN-selection module 221 finds one or
more RANs that satisfy selection criteria set forth in a par-
ticular group or until the RAN-selection module 221 deter-
mines that no available RAN's satisfy selection criteria set
forth in any of the groups. If a RAN that satisfies the selection
criteria set forth in a group is found, then the RAN-selection
module 221 can select the RAN as the most preferred RAN,
and the device 100 establishes a connection with the selected
RAN, for example for offloading some or all communications
of the device 100 to the selected RAN.

A RAN-preference indicator 312 in a particular selection-
criteria group indicates a preferred source of parameters that
the RAN-selection module 221 should use when evaluating
RANSs based on the selection-criteria group. The RAN-selec-
tion module 221 determines, based on the RAN-preference
indicator 312 in a group, whether one or more parameters in
the set 226 should be used in place of corresponding one or
more parameters in the set 310 in the selection-criteria group.
In an embodiment, each RAN-preference indicator 312 is a
binary indicator. In this embodiment, a first binary value of
the RAN-preference indicator 312 (e.g., a ‘1°) indicates the
set 226 to be the preferred source of parameters, and a second
binary value of the RAN-preference indicator 312 (e.g.,a ‘0”)
indicates the set 310 as the preferred source of parameters.

In the embodiment depicted in FIG. 3, the first selection-
criteria group 306q is the highest priority selection-criteria
group (criteria priority=1). The RAN-selection module 221
begins applying the policy 300 by evaluating available RANs
based on RAN parameters 310a in the group 306a. The set
310a of parameters in the group 3064 includes a preferred
service set identifier list parameter “preferred SSID list=any”
and a minimum backhaul data-rate parameter “minimum-
backhaul threshold=2 Mbps DL.” The RAN-preference indi-
cator 312a in the rule 3064 is “set” indicating that the set 226
is a preferred source of parameters when applying the selec-
tion criteria in the group 306a. Accordingly, the RAN-selec-
tion module 221 determines that corresponding parameters in
the set 226 should be used in place of parameters in the set
310a in the group 3064 when evaluating a RAN if such
parameters are included in the set 226. Assume, for example,
that the set 226 includes a minimum backhaul data-rate
parameter “minimum-backhaul threshold=3 Mbps DL.” In
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this case, the RAN-selection module 221 determines that the
minimum backhaul data-rate parameter in the set 226 should
be used in place of the minimum backhaul data-rate param-
eter in the set 3104 in the group 3064. Accordingly, when
evaluating RANs according to selection-criteria group 306a,
the RAN-selection module 221 can select a RAN having any
SSID (according to the value of the preferred SSID List
parameter set forth in the set 310a in the group 306a) and
supporting backhaul data rate of at least 3 Mbps in the down-
link direction (according to the value of the minimum-back-
haul parameter set forth in the set 226). If none of the available
RANS satisfy this criteria, then RAN-selection module 221
continues RAN evaluation according to the selection-criteria
group 3064, and so on, in an embodiment.

Turning to FIG. 4A, a set 400 of selection criteria includes
a selection-criteria group 402. The selection-criteria group
402 includes a set 404 of parameters and a RAN-preference
indicator 406. The set 404 of parameters includes a preferred
roaming-partner list parameter 404a set to the value of
“partnerl.com” and a maximum BSS-load parameter 4045
set to the value of 60%. In this example, the RAN-preference
indicator 406 is “set” to indicate that the set 226 of parameters
is the preferred source of parameters in the group 402.
Accordingly, when evaluating available RANs according to
the selection criteria set forth in the group 402, the RAN-
selection module 221 determines that RAN parameters in the
set 226 should be used in place of the corresponding param-
eters in the set 404 of parameters if (i) the device 100 actually
received the set 226 of parameters and (ii) the set 226 of
parameters includes parameters corresponding to one or both
of the parameters in the set 404. If, on the other hand, the
device 100 did not receive the set 226 of parameters or if the
set 226 of parameters does not contain parameters corre-
sponding to parameters in the set 404, then the RAN-selection
module 221 determines that parameters in the set 404 should
be used when evaluating RANs according to the selection-
criteria group 402.

Thus, for example, if the device 100 received the set 226 of
parameters, and the received set 226 of parameters includes a
“maximum BSS-load” parameter (e.g., maximum BSS
load=70%), then the RAN-selection module 221 determines
that a RAN satisfies the selection criteria 402 if (i) the RAN
supports internetworking with parterl.com (as indicated by
the RAN parameters 404) and (ii) BSS load of the RAN does
not exceed the value of the “maximum BSS-load” parameter
in the set 226 of parameters (e.g., 70%). On the other hand, if
the device 100 did not receive the set 226 of parameters, or if
the set 226 of parameters does not include a “maximum
BSS-load” parameter, then the RAN-selection module 221
determines that a RAN satisfies the group 402 of selection
criteria if (i) the RAN supports internetworking with
parterl.com (as indicated in the set 404 of parameters) and (ii)
BSS load of the RAN does not exceed 60% (i.e., as indicated
in the set 404 of parameters).

Turning now to FIG. 4B, a set 420 of selection criteria
includes a first selection-criteria group 422 and a second
selection-criteria group 424. The first selection-criteria group
422 includes a set 426 of parameters, which includes a pre-
ferred SSID list parameter 4264 set to “SSID-a” and a mini-
mum BSS-load parameter 4265 set to the value of 60%. In this
example, a RAN-preference indicator 428 in the group 422 is
“set” to indicate that the set 226 of parameters is the preferred
source of the parameters in the group 422.

When applying selection criteria 420, the RAN-selection
module 221 first evaluates available RANs according to the
first, or the highest priority (priority=1), selection-criteria
group 422. Because the RAN-preference indicator 428 in the
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first selection-criteria group 422 is “set,” the RAN-selection
module 221 determines that a corresponding parameter in the
set 226 should be used in place of a parameter in the set 426
if the set 226 was received by the device 100 and if the set 226
includes a corresponding parameter to the parameter in the set
426. Thus, for example, ifthe device 100 received the set 226
and if the set 226 includes a “minimum BSS-load” parameter,
then the RAN-selection module 221 determines that the mini-
mum BSS-load value set forth in the set 226 should be used in
place of the minimum BSS-load value of the parameter 4265
when evaluating RANs according to the first selection-crite-
ria group 422. Accordingly, in this case, the RAN-selection
module 221 determines that a RAN satisfies the selection-
criteria group 422 if (i) the RAN is associated with SSID-a
and (ii) the BSS load of the RAN exceeds the BSS load
indicated by the minimum BSS-load parameter in the set 226.
On the other hand, ifthe device 100 did not receive the set 226
or if the set 226 does not include a “minimum BSS-load”
parameter, then the RAN-selection module 221 determines
that the minimum BSS load set forth in the set 426 (i.e., 60%)
should be used when evaluating RANs according to the selec-
tion-criteria group 422. Thus, in this case, the RAN-selection
module 221 determines that a RAN satisfies the selection-
criteria group 422 if (i) the RAN is associated with SSID-a
and (ii) the BSS load of the RAN exceeds the BSS load
indicated by the minimum BSS-load parameter 4265 (i.e.,
60%).

Continuing still with the example depicted in FIG. 4B, if
none ofthe available RANSs satisfy the selection criteria of the
first selection-criteria group 422, the RAN-selection module
221 then evaluates the available RANs according to the sec-
ond selection-criteria group 424. The second selection-crite-
ria group 424 includes a set 430 of parameters, which
includes a preferred SSID list parameter 430a set to “SSID-b”
and a minimum backhaul data-rate threshold 4305 set to the
value of 2 Mbps in the downlink direction. The second selec-
tion-criteria group 424 also includes a RAN-preference indi-
cator 432. The RAN-preference indicator 432 in the group
430is “not set” to indicate that the set 430 of parameters in the
group 424 is the preferred source of the parameters in the
group 424. In this case, the RAN-selection module 221 uses
the minimum backhaul data-rate threshold indicated by the
minimum backhaul data-rate threshold parameter 43056 (i.e.,
2 Mbps DL) when evaluating RANs, even if the device 100
received the set 226 which also includes a minimum-back-
haul parameter. Thus, in this case, the RAN-selection module
221 considers aRAN for selection if (i) the RAN is associated
with SSID-b and (ii) the downlink backhaul data rate of the
RAN exceeds the minimum-backhaul threshold indicated by
the minimum backhaul threshold parameter 4306 (i.e., 2
Mbps DL).

In an embodiment, if a RAN-preference indicator is omit-
ted from (i.e., not present in) a selection-criteria group, then
the RAN-selection module 221 determines that the param-
eters set forth in the group should be used when evaluating
RANSs according to the selection-criteria group. Thus, for
example, if the RAN-preference indicator 432 is omitted
from the second selection-criteria group 424, then the RAN-
selection module 221 uses the minimum backhaul data-rate
threshold indicated by parameter 4306 (i.e., 2 Mbps DL)
when evaluating available RANs according to the selection-
criteria group 424 regardless of whether or not a correspond-
ing minimum backhaul data-rate parameter also exists in the
set 226.

Turning now to FIG. 5, an example WLANSP 500 includes
a set 502 of rules according to which the RAN-selection
module 221 can evaluate available RANs. The RAN-selec-
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tion module 221 selects one of the rules 502 as an active rule
502 and evaluates available RANs according to the active rule
502. The WLANSP 500 is similar to the WLANSP 300 of
FIG. 3. Like in the WLANSP 300, an active rule 502 in the
WLANSP 500 includes a set 506 of selection criteria, which
includes a plurality of selection-criteria groups 506a,b,c.
However, unlike in the WLANSP 300, the WLANSP 500
includes a single RAN-preference indicator 510 that applies
to all of the selection-criteria groups 506a,b,c. The RAN-
preference indicator 510 indicates whether the set 226 of
parameters or a set of parameters in any of the groups 5064,
b,c is the preferred source of parameters when applying the
selection criteria in the groups 5064,b,c. The RAN-selection
module 221 determines, based on the RAN-preference indi-
cator 510, whether a corresponding parameter in the set 226
should be used in place of a parameter in a group 5064a,b,¢
when evaluating RANs according to selection criteria set
forth in any of the groups 5064,5,c.

Inthe embodiment depicted in FIG. 5, the RAN-preference
indicator 510 is “set” to indicate that the set 226 is the pre-
ferred source of parameters in the selection-criteria groups
506a,b,c. In this case, when evaluating RANs according to
any of the selection-criteria groups 506a,b,c, the RAN-selec-
tion module 221 uses a corresponding parameter in the set
226 in place of a parameter in any of the groups 5064, 5, ¢ if (i)
the device 100 received the set 226 and (ii) a corresponding
parameter is included in set 226. On the other hand, if the
device 100 did not receive the set 226 or if the set 226 does not
include a corresponding parameter to a parameter in a group
506, then the RAN-selection module 221 uses the parameter
in the group 506a,b,c. Alternatively, if the RAN-preference
indicator 510 is not set or is not present (e.g., omitted), then
the RAN-selection module 221 uses the parameters in the
groups 5064, b, ¢, regardless of whether or not the device 100
received any corresponding parameters as part of the set 226.

Turning now to FIG. 6, an example ISRP policy 600
includes a set 6024, 5 of ISRP rules. The traffic-steering mod-
ule 222 applies the ISRP policy 600 to one or both of the first
RAN 102 and the second RAN 104 to determine whether to
route traffic of a particular traffic flow to the first RAN 102 via
the first RAT hardware 204 or to the second RAN 104 via the
second RAT hardware 206. Each of the ISRP rules 602a,b
optionally includes a “validity-conditions™ indicator indicat-
ing conditions for validity of the rule. Validity conditions can
include, for example, one or both of time of day when the rule
is valid and a location or area in which the rule is valid. Each
ISRP rules 6024,6 may also include an “IP-flow” indicator
and a “routing-rule” indicator. The IP-flow indicator in an
ISRP rule 602q,5 sets forth one or more IP-flow conditions
that a traffic flow must meet in order to match the ISRP rule
602a,b. The ISRP rule 6024, is applicable to a traffic flow if
the traffic flow meets the IP-flow conditions set forth in the
ISRP rule 6024, 5 and, therefore, matches the ISRP rule 6024,
b.Forexample, if the IP-flow indicator in an ISRP rule 6024,5
sets forth the following conditions: {“protocol=TCP;” “des-
tination port=80}, then the ISRP rule 6024,5 is applicable to
atraffic flow if packets that belong to the traffic flow are TCP
packets destined to port 80, e.g., as indicated by
“protocol=TCP” and “destination port=80" in the headers of
the packets. The routing-rule indicator in an ISRP rule 602a,5
includes a prioritized list of radio-access networks that indi-
cates the order of preference of radio-access network to be
used when applying the ISRP rule 602a,b. For example,
assume that a routing rule indicator in an ISRP rule 6024,
includes a list: { WLAN access/highest priority, 3GPP access/
second highest priority }. In this case, the routing rule indica-
tor indicates that the WLAN network is the most preferred
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access network and the 3GPP network (cellular network) is
the second most preferred network for routing a traffic flow
that matches the IP-flow conditions set forth in the rule.

In an embodiment, the traffic-steering module 222 selects
a particular valid rule 602a,b as an active rule and evaluates
one or both of RAN 102 and the RAN 104 based on the
selected active rule. In FIG. 6, an example active ISRP rule
602a includes a set 606 of validity criteria (also referred to as
“RAN-validity conditions™). The traffic-steering module 222
evaluates one or both of the first RAN 102 (e.g., cellular
network) and the second RAN 104 (e.g., WLAN) according
to the set 606 of validity criteria to determine whether the rule
602a is valid and can be applied to traffic flows that match the
IP-flow conditions set forth in the rule 6024. The set 606 of
validity criteria includes a plurality of validity criteria 606a,
b,c. Bach of the validity criteria 6064,5,¢ includes a set of one
or more parameters 610 and a RAN-preference indicator 612.
The RAN-preference indicator 612 in a criteria 606a,b,c indi-
cates whether the set 226 of parameters or the set 610 of
parameters in the criteria 606a,b,c is the preferred source of
parameters when evaluating the criteria 606a,b,c. In the
example embodiment of FIG. 6, low RSRP criteria 606a
includes a minimum RSRP parameter 610q set to the value of
-90 dBm. The RAN-preference indicator 612a in the criteria
606a is “set” to indicate that the set 226 of parameters is the
preferred source of the parameters when evaluating the valid-
ity criteria 606a. In this case, the traffic-steering module 222
determines that a corresponding parameter in the set 226
should be used in place of the minimum RSRP parameter
610a when evaluating the validity criteria 606a if (i) the
device 100 received the set 226 and (ii) the set 226 includes a
minimum RSRP parameter. If the traffic-steering module 222
determines that a corresponding parameter in the set 226
should be used in place of the minimum RSRP parameter
610a in the criteria 6064, then the traffic-steering module 222
evaluates the validity criteria 6064 using the corresponding
parameter in the set 226 in place of the parameter 610a in the
validity criteria 6064. In this case, the traffic-steering module
222 determines that the validity criteria 606a are satisfied if
RSRP of the RAN 102 (cellular network) exceeds the value of
the minimum RSRP threshold set forth in the set 226.

Continuing with FIG. 6, high channel-utilization criteria
6064 include a maximum channel-utilization parameter 6105
set to the value of 60%. The RAN-preference indicator 6125
in the criteria 6025 is “not set” indicating that the set 61056 of
parameters in the criteria 6065 is the preferred source of
parameters when evaluating the criteria 6065. In this case, the
traffic-steering module 222 determines that the maximum
channel-utilization parameter 6065 should be used when
evaluating the criteria 6065 regardless of whether or not a
corresponding parameter exists in the set 226. Accordingly, in
this case, the traffic-steering module 222 determines that the
criteria 6065 are satisfied if channel utilization of the RAN
104 does not exceed the maximum channel-utilization thresh-
old set forth in the criteria 6065 (i.e., 60%). Similarly, the
RAN-preference indicator in a low DL backhaul data-rate
validity criterion 606c¢ is “not set.” Accordingly, the traffic-
steering module 222 determines that the validity criteria 606¢
are satisfied if the DL backhaul data rate of the RAN 104
exceeds the value of minimum DL backhaul data-rate param-
eter 610c set forth in the criteria 606¢ (i.e., 2 Mbps). If the
traffic-steering module 222 determines that all of the validity
criteria 606 are satisfied, then the traffic-steering module 222
determines that the ISRP rule 602q is valid and should be
applied for routing traffic flows that match the IP-flow indi-
cator in the ISRP rule 6024. The traffic-steering module 222
then configures the device 100 to route traffic flows that match
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the IP-flow indicator in the ISRP rule 602« to the highest
priority network indicated by the routing-rule indicator in the
rule 602a.

Turning briefly to FIG. 7, an ISRP policy 700 includes a set
702a,b of ISRP rules. The traffic-steering module 222 selects
one of the ISRP rules 7024,5b as an active rule and evaluates
one or both of RAN 102 and RAN 104 according to the active
ISRP rule 702a. The ISRP policy 700 is similar to the ISRP
policy 600 of FIG. 6. Like in the ISRP policy 600, an ISRP
rule 702qa in the ISRP policy 700 includes set of validity
criteria 706, which includes a plurality of validity criteria
706a,b,c. However, unlike in the ISRP policy 600, the ISRP
policy 700 includes a single RAN-preference indicator 710
that applies to all of the validity criteria 706a,b,c. The RAN-
preference indicator 710 indicates whether the set 226 of
parameters or a set of parameters in any of the criteria 7064,
b,c is the preferred source of parameters when evaluating the
criteria 706a,b,c. The traffic-steering module 222 determines,
based on the RAN-preference indicator 710, whether a cor-
responding parameter in the set 226 should be used in place of
a parameter in criteria 706a,b,c when evaluating any of the
criteria 706a,b,c.

Turning now to FIG. 8, a flowchart illustrates steps carried
out by the device 100 in an embodiment of the disclosure. At
step 802, the device 100 receives a first set of parameters from
a first network element. At step 804, the device 100 receives
a RAN-selection policy from a second network element. The
RAN-selection policy includes a second set of parameters
and a preference indicator that indicates the first set or the
second set as the preferred source of parameters. At step 806,
the device 100 determines, based at least in part on the pref-
erence indicator, whether a corresponding parameter in the
first set should be used in place of a parameter in the second
set when applying the RAN-selection policy. At step 808, the
device 100 applies the RAN-selection policy. If it is deter-
mined at step 806 that a corresponding parameter in the first
set should be used in place of a parameter in the second set,
then at step 808 the device 100 applies the RAN-selection
policy using the corresponding parameter in the first set in
place of the parameter in the second set.

Turning to FIG. 9, a flowchart illustrates steps carried out
by the device 100 in another embodiment of the disclosure. At
step 902, the device 100 receives a first set of parameters from
a first network element. At step 904, the device 100 receives
a traffic-routing policy from a second network element. The
traffic-routing policy includes a second set of parameters and
apreference indicator that indicates the first set or the second
set as the preferred source of parameters. At step 906, the
device 100 determines, based at least in part on the preference
indicator, whether a corresponding parameter in the first set
should be used in place of a parameter in the second set when
evaluating the traffic-routing policy. At step 908, the device
100 evaluates the traffic-routing policy. If it is determined at
step 906 that a corresponding parameter in the first set should
be used in place of a parameter in the second set, then at step
908 the device 100 evaluates the traffic-routing policy using
the corresponding parameter in the first set in place of the
parameter in the second set. At step 910, if the traffic-routing
policy is evaluated to be valid at step 908, the device 100
applies the traffic-routing policy to select a first RAN or a
second RAN for routing a traffic flow.

In view of the many possible embodiments to which the
principles of the present discussion may be applied, it should
be recognized that the embodiments described herein with
respect to the drawing figures are meant to be illustrative only
and should not be taken as limiting the scope of the claims.
Therefore, the techniques as described herein contemplate all
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such embodiments as may come within the scope of the
following claims and equivalents thereof.

I claim:

1. On a wireless device capable of communicating over a
first radio-access network (“RAN”) and a second RAN, a
method for selecting a RAN to be used as the second RAN for
offloading traffic from the first RAN to the second RAN, the
method comprising:

receiving, from a first network element, a first set of param-

eters for evaluating available RANSs;

receiving, from a second network element, a RAN-selec-

tion policy, wherein the RAN-selection policy includes a
second set of parameters for evaluating available RANs
and a RAN-preference indicator to indicate whether the
first set or the second set is a preferred source of param-
eters for evaluating available RANSs;

determining, based at least in part on the RAN-preference

indicator, whether a corresponding parameter in the first
set should be used in place of a parameter in the second
set when applying the RAN-selection policy;

applying the RAN-selection policy to select the RAN,

including if it is determined that the corresponding
parameter in the first set should be used in place of the
parameter in the second set, then applying the RAN-
selection policy using the corresponding parameter in
the first set in place of the parameter in the second set;
and

establishing a connection with the selected RAN.

2. The method of claim 1 wherein determining whether a
corresponding parameter in the first set should be used in
place of a parameter in the second set comprises:

ifthe RAN-preference indicator indicates the first set as the

preferred source of parameters, then:

if the first set includes a corresponding parameter, then
determining that the corresponding parameter in the
first set should be used in place of the parameter in the
second set when applying the RAN-selection policy;
or

if the first set does not include a corresponding param-
eter, then determining that the parameter in the second
set should be used when applying the RAN-selection
policy; and

if the RAN-preference indicator indicates the second set as

the preferred source of parameters, then determining
that the parameter in the second set should be used when
applying the RAN-selection policy.

3. The method of claim 1 wherein the RAN-preference
indicator is a binary indicator, wherein a first binary value
indicates that the first set is the preferred source of parameters
and a second binary value indicates that the second set is the
preferred source of parameters.

4. The method of claim 1 wherein the first RAN is a cellular
network.

5. The method of claim 4 wherein the first network element
is a base station in the cellular network.

6. The method of claim 1 wherein the second network
element is an access network discovery and selection function
server.

7. The method of claim 1 wherein the second RAN is a
wireless local area network.

8. On a wireless device capable of communicating over a
first radio-access network (“RAN”) and a second RAN, a
method for selecting the first RAN or the second RAN for
routing a traffic flow, the method comprising:

receiving, from a first network element, a first set of param-

eters for evaluating one or both of the first RAN and the
second RAN;
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receiving, from a second network element, a traffic-routing
policy, wherein the traffic-routing policy includes a sec-
ond set of parameters for evaluating one or both of the
first RAN and the second RAN and a RAN-preference
indicator to indicate whether the first set or the second
set is a preferred source of parameters for evaluating one
or both of the first RAN and the second RAN;
evaluating validity of the traffic-routing policy, including:
determining, based at least in part on the RAN-prefer-
ence indicator, whether a corresponding parameter in
the first set should be used in place of a parameter in
the second set when evaluating validity of the traffic-
routing policy; and
if it is determined that the corresponding parameter in
the first set should be used in place of the parameter in
the second set, then evaluating validity of the traffic-
routing policy using the corresponding parameter in
the first set in place of the parameter in the second set;
when the traffic-routing policy is evaluated to be valid,
applying the traffic-routing policy to select the first RAN
or the second RAN for routing the traffic flow; and
establishing a connection with the selected RAN.

9. The method of claim 8 wherein determining whether a
corresponding parameter in the first set should be used in
place of a parameter in the second set comprises:

ifthe RAN-preference indicator indicates the first set as the

preferred source of parameters, then:

if the first set includes a corresponding parameter, then
determining that the corresponding parameter in the
first set should be used in place of the parameter in the
second set when evaluating validity of the traffic-
routing policy; or

if the first set does not include a corresponding param-
eter, then determining that the parameter in the second
set should be used when evaluating validity of the
traffic-routing policy; and

ifthe RAN-preference indicator indicates the second set as

the preferred source of parameters, then determining
that the parameter in the second set should be used when
evaluating validity of the traffic-routing policy.

10. The method of claim 8 wherein the RAN-preference
indicator is a binary indicator, wherein a first binary value
indicates that the first set is the preferred source of parameters
and a second binary value indicates that the second set is the
preferred source of parameters.

11. The method of claim 8 wherein the first RAN is a
cellular network.

12. The method of claim 11 wherein the first network
element is a base station in the cellular network.

13. The method of claim 8 wherein the second network
element is an access network discovery and selection function
server.

14. The method of claim 8 wherein the second RAN is a
wireless local area network.

15. An apparatus comprising:

first radio-access technology (“RAT”) hardware config-

ured to communicate over a first radio-access network
(“RAN");

second RAT hardware configured to communicate over a

second RAN; and

a processor configured to:

receive, from a first network element, a first set of param-
eters for evaluating a RAN;

receive, from a second network element, a policy,
wherein the policy includes a second set of param-
eters for evaluating the RAN and a RAN-preference
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indicator to indicate whether the first set or the second
set is a preferred source of parameters for evaluating
the RAN;

determine, based at least in part on the RAN-preference
indicator, whether a corresponding parameter in the
first set should be used in place of a parameter in the
second set when applying the policy;

if it is determined that the corresponding parameter in
the first set should be used in place of the parameter in
the second set, apply the policy using the correspond-
ing parameter in the first set in place of the parameter
in the second set; and

establish a connection with the selected RAN.

16. The apparatus of claim 15 wherein the policy is a
RAN-selection policy and the processor is further configured
to select a particular second RAN for offloading traffic from
a first RAN based on applying the RAN-selection policy.

17. The apparatus of claim 15 wherein the processor is
configured to determine whether a corresponding parameter
in the first set should be used in place of a parameter in the
second set at least by:

ifthe RAN-preference indicator indicates the first set as the

preferred source of parameters, then:
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if the first set includes a corresponding parameter, deter-
mining that the corresponding parameter in the first
set should be used in place of the parameter in the
second set; or

if the first set does not include a corresponding param-
eter, determining that the parameter in the second set
should be used when applying the policy; and

ifthe RAN-preference indicator indicates the second set as

the preferred source of parameters, then determining
that the parameter in the second set should be used when
applying the policy.

18. The apparatus of claim 15 wherein the RAN-preference
indicator is a binary indicator, wherein a first binary value
indicates that the first set is the preferred source of parameters
and a second binary value indicates that the second set is the
preferred source of parameters.

19. The apparatus of claim 15 wherein the first RAN is a
cellular network and the second RAN is a wireless local area
network.

20. The apparatus of claim 19 wherein the first network
element is a base station in the cellular network and the
second network element is an access network discovery and
selection function server.
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